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VIIL

I. Izmantotie termini

1. Dokumenta izmantoti sadi termini un saisinajumi:

1.1.
1.2.

1.3.

1.4.

L.5.

1.6.

1.7.

1.8.

Banka - Signet Bank AS;

Datu subjekts (ari — persona) — identificéta vai identificéjama fiziska persona,
tai skaita, klients, darbinieks, apmeklétajs un citi;

Datu valsts inspekcija - personas datu apstrades uzraudzibas iestade Visparigas
datu aizsardzibas regulas' (turpmak - Datu regula) izpratne;

Grupa (Sis Politikas izpratné) - Signet Bank AS grupa ietilpstosas juridiskas
personas, kuram $i Politika ir tiesi piemérojama, ir Signet Asset Management
Latvia IPS, SIA Citra Development, SIA AgroCredit;

Informacijas resursu turétajs - Parzina darbinieks, kur$ savas kompetences
ietvaros atbild par personas datu apstradi atbilstosi attiecigajam datu apstrades
mérkim (nolukam) Parzina strukturvieniba, nosaka Personas datu drosibas
prasibas un apstiprina vai noraida citu Parzina strukturvienibu darbinieku
piekluves tiesibas;

Kiberhigiéna - ikdienas prak$u un paradumu kopums, kuru mérkis ir mazinat
kiberapdraudéjumus, nodrosinat datu aizsardzibu un saglabat informacijas un
komunikaciju tehnologiju resursu pieejamibu, integritati un konfidencialitati;
Parzinis - personas datu apstrades parzinis, Signet Bank AS vai attieciga
gadijuma cita Grupas sabiedriba. Parzina kontaktinformacija pieejama
timeklvietnes sadala Kontakti un Politikas 9. punkta;

Personas dati (proceduras izpratne - fiziskas personas dati) - jebkura
informacija, ko apstrada Banka un kas attiecas uz identificétu fizisku personu vai
personu, kuru var tiesi vai netiesi identificét, atsaucoties uz informaciju par to, tai

! Eiropas Parlamenta un Padomes 2016. gada 27. aprila regula (ES) 2016/679 par fizisku personu aizsardzibu attieciba

uz personas datu apstradi un §adu datu apriti un ar ko atce] Direktivu 95/46/EK (Vispariga datu aizsardzibas regula).


https://eur-lex.europa.eu/legal-content/LV/TXT/HTML/?uri=CELEX:02016R0679-20160504
https://eur-lex.europa.eu/legal-content/LV/TXT/HTML/?uri=CELEX:02016R0679-20160504
https://signetbank.com/
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raksturigiem parametriem vai citiem identifikatoriem;

1.9. Personas datu aizsardzibas parkapums - personas datu drosibas parkapums
(apdraudéjums), kura rezultata notiek nejausa vai nelikumiga nosutito, uzglabato
vai citadi apstradato personas datu iznicinasana, nozaudésana, parveidosana,
neatlauta izpausana vai piekluve tiem, ka ari Datu regulas 5. panta noteikto datu
apstrades principa parkapums;

1.10. Personas datu apstrade - jebkura ar personas datiem veikta darbiba vai darbibu
kopums, ko veic ar automatizetiem lidzekliem vai kura veido dalu no kartotékas,
ja datu apstradi neveic ar automatizetiem lidzekliem;

1.11. Personas datu drosiba - personas datu konfidencialitate (personas datu
apstrade veida, kas nodrosina piekluvi Siem datiem tikai Parzina darbiniekiem ar
atbilstosam pilnvaram), integritate (iespéja nodrosinat personas datu
saglabasanu neizmainita veida, neatkarigi no apstrades metodém) un pieejamiba
(autorizetai personai — Parzina darbiniekam iespeja pieklut datiem noteikta laika
un vieta noteikta uzdevuma izpildei);

1.12. Politika - iekséjais normativais dokuments “Privatuma politika”.

II. Merkis

2. Politikas mérkis ir nodrosinat tadu Personas datu apstradi un Sis apstrades tehnologisko
vidi, lai Bankas un Grupas sabiedribas pamatdarbibai un ar pamatdarbibu saistito
uzdevumu istenosanai apstradata informacija, kas ietver Personas datus, un
tehnologiskie resursi, kur informacija un dati tiek apstradati, batu aizsargati pret
aréjiem un ieksejiem apdraudejumiem un vienlaikus bitu nodrosSinatas Datu subjektu
tiesibas un brivibas.

3. Grupas merkis ir nodroSinat vienotu Personas datu parvaldibas ietvaru. Vienlaikus
Grupa ietilpst Politikas 1.4 punkta uzskaititas juridiskas personas, uz kuram attiecas sis
Politikas principi, ka ari tadas juridiskas personas ka AS Primero Finance un AS
Magnetiq Bank, kuram ir plass klientu loks, konkréti un specifiski, no Bankas atskirigi
darbibas virzieni, tadé] tam ir izveidotas Sai Politikai lidzvértigas un Datu regulai
atbilstosas Privatuma politikas.

III. Vispariga informacija

4. Politika ir sniegta informacija par Bankas un Grupas sabiedribas ka Parzina veiktas
personas datu apstrades nolukiem (meérkiem), istenotajiem pasakumiem Datu regulas
prasibu nodrosinasanai, tostarp, Kiberhigiénas ievérosanai un Datu subjektu tiesibu
istenosanai.

5. Bankai ir svariga godpratiga un likumiga personas datu apstrade, atbilstigu un
vispusigu Personas datu aizsardzibas pasakumu nodrosinasana un Datu subjektu
tiesibu ieverosana visos Bankas vai Grupas sabiedribas pamatdarbibas un to atbalsta
procesu istenosanas posmos.

6. Ar informaciju par Personas datu apstradi iespeéjams iepazities timeklvietnes sadala
“Personas datu apstrade”. Pie katra personas datu apstrades nolika (mérka) atbilstosi
1. pielikumam “Datu apstrades veidlapa”, ir noradita uz to attiecinama papildu
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10.

11.

12.

13.

informacija. Atkariba no izmantota Bankas vai Grupas sabiedribas pakalpojuma veida
sada informacija var bt ietverta ari liguma un ar to saistitajos dokumentos.
Datu apstrades veidlapa péc tas aizpildiSanas un apstiprinasanas valdeé ir publiskojama
Bankas timeklvietneé viegli parskatama veida. Ta var tikt papildinata vai mainita
atbilstosi faktiskajiem apstakliem, neatkarigi no Politikas parskatiSanas. Péc veikto
izmainu apstiprinasanas Bankas vai Grupas sabiedribas valdé, aktuala, Datu apstrades
veidlapa atspogulota informacija ir publiskojama.
Ar informaciju par timek]vietné izmantotajam sikdatném un sikdatnu izmantoSanas
pamatnosacijumiem iespéjams iepazities timeklvietnes sadala “Personas datu
apstrade”, izvéloties “Sikdatnu atruna” (2. pielikums “Sikdatnu izmantoSana®).
Sikdatnu informaciju ir pienakums atjaunot, atbilstosi to faktiskajam izmainam.
Parzina kontaktinformacija:
9.1. Signet Bank AS
adrese: Antonijas iela 3, Riga, LV 1010, Latvija
e-pasts: info@signetbank.com;
9.2. Signet Asset Management Latvia IPS

adrese: Antonijas iela 3-1, Riga, LV 1010, Latvija
e-pasts: info@signetam.com;

9.3. Citra Develpoment SIA
adrese: Antonijas iela 3-5, Riga, LV 1010, Latvija
e-pasts: info@signetbank.com;

9.4. AgroCredit SIA
Adrese: Ziedleju ielas 6, Marupe, LV 2167, Latvija
e-pasts: birojs@agrocredit.lv.

IV. Privatuma politikas pamatprincipi

Politika ir izstradata saskana ar Datu regula, Fizisko personu datu apstrades likuma,
Kreditiestazu likuma un citos Latvijas Republika spéka esosajos saistosajos
normativajos aktos noteikto, atbilstosi Bankas un Grupas sabiedribas piedavatajiem
produktiem un pakalpojumiem.

Banka un Grupa ir izveidota iekséja kontroles sistéma, kas ietver iekséjo normativo aktu
regularu parskatisanu un atjauninasanu, Kiberhigiénas ievérosanu ka butisku Personas
datu aizsardzibas elementu, tehnologisko aizsardzibas lidzeklu un procesu uzlabosanu
un ne retak ka reizi gada tiek organizetas personala apmacibas Personas datu apstrades,
aizsardzibas un kiberdrosibas jomas. Savstarpéja saistiba $is jomas veido atbilstigu
drosibas kultiiru, nodroSina Personas datu aizsardzibu un Politikas merka istenosanu.
Banka un Grupa apstrada Personas datus tikai tad, ja noluku (merki) nav iespéjams
pienacigi sasniegt citiem lidzekliem, tikai tada apjoma, kada tas ir nepiecieSams $i
nolika (mérka) sasniegSanai, ka arl neizmanto Personas datus citiem, ar sakotnéjo
noluku (meérki) nesaistitiem uzdevumiem.

Banka un Grupa galvenokart veic Personas datu apstradi tadel, lai sniegtu pakalpojumu
atbilstosi uzneémeéjdarbibas veidam, noslégtu un izpilditu ligumu un sniegtu
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14.

15.

16.

17.

18.

19.

20.

21.

22.

pakalpojumus klientiem, tai skaita, nodrosinatu atbildigu kreditésanu, investiciju
pakalpojumus un/vai ikdienas finansu pakalpojumus, ka ari atbilstosi normativajos
aktos noteiktajam, izpilditu juridisko pienakumu, istenotu sabiedribas intereses un
nodrosinatu pamatdarbibas atbalsta procesus.

Banka un Grupas sabiedriba nodroSina, lai istenojamo tehnisko, tehnologisko un
organizatorisko pasakumu izmaksas ir samérojamas ar iespéjamiem zaudéjumiem, kas
varétu rasties Personas datu aizsardzibas parkapuma del, tostarp, ja nav ievérota
Kiberhigiena (apdraudeta informacijas resursu konfidencialitate, integritate vai
pieejamiba).

Grupa veicina personala izpratni par katra darbinieka pienakumiem un atbildibu
Personas datu aizsardzibas nodrosinasana, tai skaita veic atbilstosas uzdevumu izpildes
kontroles, pecparbaudes un nodrosina regularus apmacibu pasakumus. Tapat Banka un
Grupa izglito darbiniekus Kiberhigiénas joma.

Ja ir konstatéets Personas datu aizsardzibas parkapums, Banka vai Grupas sbiedriba veic
vispusigu notikuma izmeklesanu, pieradijumu saglabasanu un notikusa seku novérsanu
vai mazinasanu, ka ari Datu regula noteiktajos gadijumos Datu valsts inspekcijas un
Datu subjekta informésanu. Grupas sabiedribas sadarbojas un sniedz savstarpéju
palidzibu, lai savlaicigi identificétu riskus, mazinatu iespéjamas sekas vai noverstu
apdraudejumu.

Politiku, ka ari tas grozijumus akcepte Bankas valde un apstiprina Bankas padome.

V. Personas datu klasifikacija

Personas datu klasifikacijas meérkis ir identificet Banka apstradajamo personas datu
nozimigumu, lai tiem piemérojamie fiziskie un logiskie aizsardzibas pasakumi biitu
atbilstosi aizsargajamo Personas datu vértibai.

Personas datus Kklasifice atkariba no kaitéjuma, kas var tikt nodarits Datu subjekta
tiestbam uz savu personas datu aizsardzibu un brivibam, ja nav nodroSinata
informacijas, tai skaita Personas datu konfidencialitate, integritate un pieejamiba.
Augsta riska personas dati ir tadi personas dati, kas Personas datu aizsardzibas
parkapuma gadijuma Datu subjektam var izraisit materialu vai nematerialu kaitéjumu
(pieméram, kontroles zaudésanu par saviem personas datiem, identitates zadzibu,
kaitéjumu reputacijai), ka ari ipasu kategoriju personas dati. Sadiem datiem Grupa
piemero pastiprinatus aizsardzibas lidzeklus.

Augsta riska personas datu apstrade ir personas datu apstrade plasa méroga, tai skaita,
kas saistita ar personu novérosanu vai novértésanu, un jaunu vai inovativu tehnologisko
risinajumu izmantosana personas datu apstradé. Pieméram, profilésana — ja Banka vai
Grupas sabiedriba nolemj to izmantot pakalpojuma sniegsanai, ta rupigi noverté
iespejamo Datu subjekta tiesibu aizskarumu.

VI. Personas datu drosibas parvaldiba

Bankas iekséjos normativajos dokumentos Personas datu apstrades un aizsardzibas un
Kiberhigiénas joma ir noteikti sadi pasakumi:
22.1. Informacijas sistemu kontroles pasakumi, tai skaita piekluve personas datiem
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23.

24.

25.

26.

tikai identificetiem un autorizétiem darbiniekiem; informacijas lietotaju
diferenciacija un informacijas sistemu lietotaja tiesibu pieskirSanas
inventarizacijas un anulésanas kartiba;

22.2. regularas darbinieku apmacibas tai skaita par Personas datu apstrades
pamatprincipiem, piekluves kartibu Personas datiem, “tira galda politikas”
ievérosana un informacijas sistemu un tehnologisko riku lietosanas nosacijumi;

22.3. informacijas sistéemu pilnvértigas funkcionalitates nodrosinasana, atbilstosSas
konfiguracijas un tehnologiskie drosibas risinajumi, lai mazinatu vai noveérstu
neautorizétu personu piekluvi Bankas vai Grupas sabiedribas resursiem;

22.4. informacijas sistemas izmantojamie SifréSanas un citi aizsardzibas lidzekli, datu
pseidonimizacija un minéto procesu parskatisSanas kartiba, lai nodrosSinatu
Personas datu drosibu un atbilstosu aizsardzibu visa to apstrades (“dzives cikla”)
laika;

22.5. informacijas sistemu izmainu kartiba, produkcija ievieSot tikai pilnvertigi
testétas, novertétas un akceptetas izmainas;

22.6. Personas datu aizsardzibas parkapumu un informacijas un komunikaciju
tehnologiju drosibas incidentu parvaldiba, lai mazinatu to ietekmi uz katru
individualu Datu subjektu, Personas datu apstradi, Bankas un Grupas
pamatdarbibas procesiem, ka ari noverstu vai mazinatu sadu gadijumu
atkartosanas iespéju.

Banka un Grupa katru novertéjumu par ietekmi uz datu aizsardzibu istenotajiem

Personas datu apstrades procesiem izmanto ka konstruktivu risku analizes riku, lai

noteiktu esosas vai planotas Personas datu apstrades atbilstibu Visparigaja datu

aizsardzibas regula un citos saistosajos normativajos aktos, kas attiecinami uz personas
datu apstradi un aizsardzibu finansu un kreditésanas joma noteiktajam. Pilnvertigs

Personas datu apstrades novértéjums lauj apzinaties apdraudéjumu, ta istenoSanas

varbutibu un sada apdraudéjuma iespéjamo ietekmi uz Datu subjekta tiesibam uz savu

datu aizsardzibu.

Personas datu apstrades parvaldibas un Personas datu apstradé izmantojamo
tehnologiju risku vadibas pasakumus un rikus nosaka Bankas un katras Grupas
sabiedribas valde savos lemumos.

Novertéjumu par ietekmi uz datu aizsardzibu augsta riska personas datu apstrades
jomas veic atbilstosi Visparigas datu aizsardzibas regulas 35. punkta notiektajam un
saskana ar Bankas iek$éjo normativo dokumentu “Personas datu apstrades un
aizsardzibas procediura” un ta rezultatus izmanto, planojot vai nosakot aizsardzibas
lidzeklus un risku mazinoSos pasakumus, ka ari konkrétus uzdevumus un terminus to
izpildei.

Lai nodrosinatu informacijas sistému darbibas nepartrauktibu un atjaunosanu incidentu
gadijuma, Banka ir izveidots “Darbibas nepartrauktibas nodroSinasanas plans”, ka ari
izstradati iekséjie normativie dokumenti, kur noteikta informacijas sistemu un
tehnologisko resursu atjaunosanas vai aizstasanas kartiba. Bankas un Grupas
sabiedribas informacijas sistémas, tehnologiskie elementi un personals tiek regulati
apmaciti, lai nodrosinatu pakalpojumu sniegsanas nepartrauktibu un saglabatu augstu
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27.

28.

29.

30.

31.

32.

33.

informacijas, un personas datu aizsardzibas limeni.

Informacijas sistemu darbibas nepartrauktibas nodrosinasanai un atjaunosanai Banka
veic regularu personas datu rezerves kopésanu, nodrosSina rezerves kopijas glabasanu
cita geografiskaja atrasanas vieta un to parbaudes, lai gtatu parliecibu par atjaunotas
informacijas sistemas darbspéju un datu integritati.

Ja Banka vai Grupa ievies jaunas informacijas sistémas, tehnologiskos rikus, izstrada vai
attista jaunus produktus, sajos procesos ievéro integrétu parsonas datu aizsardzibu un
isteno personas datu aizsardzibu péc nokluséjuma.

VII. Datu subjekta tiesibas

Datu subjektam attieciba uz Banka apstradatajiem personas datiem ir Sadas tiesibas:

29.1. pieprasit un sanemt informaciju no Bankas vai Grupas sabiedribas ka atseviska
Parzina par Personas datu apstradi un, nepieciesamibas gadijuma, lagt
nodrosinat piekluvi tiem;

29.2. izteikt lagumu labot personas datus, ja Sie dati ir neatbilstosi, nepareizi vai
neprecizi;

29.3. prasit ierobezot datu apstradi, lai nodrosinatu Personas datu precizitati vai citos
Visparigaja datu aizsardzibas regula noteiktajos gadijumos, kas skar parzina un
Datu subjekta attiecibas;

29.4. atsaukt ieprieks sniegtu Datu subjekta piekriSanu savu Personas datu apstradei
un pieprasit dzest attiecigos personas datus (ja vien nav cita likumiga pamata So
personas datu apstradei); piekrisanas atsaukums neattiecas uz Personas datu
apstradi laika pirms atsaukuma;

29.5. iebilst Personas datu apstradei marketinga nolukos;

29.6. sanemt personas datus, ko Datu subjekts ir sniedzis, pamatojoties uz piekrisanu
vai kas ir nepieciesami ar Datu subjektu noslégta liguma izpildei, un tiek
izmantoti strukturéeta veida, plasi izmantojama elektroniska formata; ka ari, ja tas
ir tehniski iespéjams un juridiski pielaujams, ligt nodot Sadus datus citam
komersantam, tadéjadi nodrosinot personas datu parnesamibu.

Lai istenotu savas tiesibas, Datu subjekts var sagatavot un iesniegt iesniegumu veida,

kas lauj Parzinim identificet konkréeto Datu subjektu. Tas ir, izmantojot internetbankas

iespéjas, iesniedzot ar drosu elektronisko parakstu parakstitu iesniegumu vai iesniedzot
sadu pieprasijumu klatiene Bankas vai Grupas klientu apkalposanas darbiniekiem.

Datu subjekta pieprasijuma vélams noradit precizu laika posmu un informaciju par
Personas datiem, kurus Datu subjekts velas sanemt, ka ari Sada pieprasijuma
pamatojumu. Minéta informacija lauj Parzinim sagatavot precizaku atbildi 1saka laika
posma.

Atbildi uz Datu subjekta pieprasijumu sniedz bez liekas kavésanas, bet ne vélak ka viena
menesa laika. Ja nepieciesams, Banka vai Grupas sabiedriba Datu subjektam var lugt
iesniegt papildus informaciju, ka ari pagarinat atbildes sniegSanas terminu par vél
diviem ménesiem, nemot véra iesnieguma sarezgitibu vai lidzigu pieprasijumu skaitu.
Tiesibas uz Personas datu aizsardzibu nav absolitas un normativajos aktos noteiktajos
gadijumos, ka ari noteiktas situacijas tas var tikt ierobezZotas, tai skaita, lai neietekmétu
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34.

35.

36.
37.

citu personu tiesibas un brivibas, nodrosinatu komercnosléepuma un intelektuala
ipasuma aizsardzibu. Vienlaikus tas nozimeé, ka Banka sniedz Datu subjektam tikai to
informaciju, ko neaizliedz normativie akti un kadu faktiski vai veicot tiesibu
sameriguma vertejumu ir iespéjams izsniegt.

Datu subjektam ar Personas datu apstradi un aizsardzibu saistitos jautajumos ir
iespéjams sazinaties ar Bankas datu aizsardzibas specialistu, tostarp uzdodot
jautajumus par Personas datu apstradi Grupa, nosutot elektroniska pasta zinojumu vai
elektroniski parakstitu vestuli uz adresi: datuaizsardziba@signetbank.com.

VIII. Nosleguma noteikumi

Lai nodroSinatu sis Politikas aktualitati un atbilstibu, ievérojot parmainas Bankas vai
Grupas darbiba, ka arl izmainas areéjos normativajos aktos, to parskata ne retak ka reizi
gada.

Banka nodrosina aktualas Privatuma politikas publicésanu sava timeklvietne.

Banka un Grupa augstu verte konfidencialitati un katra Datu subjekta tiesibu aizsardzibu
un ir ieintereséta rast konstruktivu risinajumu domstarpibu gadijumos. Tomer, ja Datu
subjektam ir butiskas pretenzijas, tas var vérsties ar iesniegumu Datu valsts inspekcija

37.1. izmantojot e-pastu: pasts@dvi.gov.lv;

37.2. vainosutot vestuli uz adresi: Elijas iela 17, Riga, LV-1050.
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